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The Nikon Group has established and implemented the following Nikon 

Group Information Security Policy, because we believe that the proper 

handling of any information asset is an important responsibility of the Nikon 

Group for the building of social trust and creating new value that exceeds 

expectations. 

1. Information Security Management Systems.

We will establish and put into effect management systems to manage 

Nikon Group’s efforts related to information security. 

2. Identifying Information Security Risks and Implementing

Safeguards. 

To maintain and strengthen Nikon Group’s information security, we will 

identify information security risks and implement safeguards to minimize 

such risks. 

3. Formulating Criteria Related to Information Security.

We will stipulate criteria for the proper management of Nikon Group’s 

information assets, and these will be followed by officers, employees and 

related workers. 

4. Implementing Information Security Training.

We will provide training for Nikon Group officers, employees and related 

workers to learn ethics, skills and other necessary matters concerning 

information security. 

5. Response in the Event of Information Security Incidents.

We will establish systems and processes to promptly respond to incidents 

involving Nikon Group’s information assets, strive to minimize damage 

and prevent reoccurrences. 

6. Compliance with Laws, Etc.

We will comply with applicable laws and social norms regarding 

information security. 

7. Inspections and Continuous Improvement.

We will inspect Nikon Group’s efforts regarding information security to 

assure that they are being properly implemented and continuously 

improve them. 


